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Securing Communications 

 

Designed specifically for the mobile work force, TheGreenBow™ 

VPN Client software allows a user to open a SSL or IPsec VPN secure 

connection to the office network, over the internet. TheGreenBow™ 

VPN Client software is also used to secure communication inside a 

corporate network. 

 

TheGreenBow™ VPN Client is universal and compatible with all VPN 

SSL & IPsec gateways. TheGreenBow™ VPN Client provides the most 

comprehensive set of features and most amazing user interface in 

the market: setting up a VPN is no longer a painful task! 

 

Product specifications 

� Full VPN protocols: IPsec and SSL, 

IKEV1 / IKEV2, IPV4 / IPV6 

� Compatible with all SSL and IPsec 

gateways 

� Multi-tunneling 

� Latest encryption: AES 1238-192, DH 

group 1-18, SHA2 256-512 

� User Authentication : X-Auth, PSK, 

Certificates, EAP, hybrid auth. 

� PKI, Certificate and Token : X.509, 

PKCS#11, PEM, PKCS#12, etc. 

� Reliability: Redundant gateway, DPD 

� GINA Mode (tunnel before logon) 

� USB Mode (open/close tunnel on USB 

insert/extract) 

� Automatic tunnel opening and auto 

adaptive mechanisms 

� Secure-RDP 

� Supports all Microsoft OS including 

Windows 8, 8.1 
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User friendly 

The interface of TheGreenBow™ VPN Client makes it popular. Easy 

to install, easy to configure, easy to read, it comes together with a 

configuration wizard and gateways-configuration-guides that help 

users to create VPN connections quickest as ever before. Thus, it 

represents cost-effective solution for integrators. 

Universal VPN Client 

TheGreenBow™ VPN Client tunnels can be opened with SSL/IPsec, 

IKEv1/IKEv2 and IPv4/IPv6 VPN Gateways. 

TheGreenBow™ VPN Client runs on Windows Server, Windows Vista, 

7 and 8 workstations. It has also been extensively tested for 

interoperability with multiple vendor's gateways. The expanding list 

of interoperable gateways is available on our web site. 

Latest encryption, hash and user authentication 

TheGreenBow™ VPN Client supports a wide range and the latest 

encryption, hash and user authentication methods. 

Management options 

Configuration and parameters are stored in a unique file. Thus, 

deploying TheGreenBow™ VPN client is a easy as copying a file. 

Moreover, various management tools allow administrators to 

control when and how TheGreenBow™ VPN Client should run. 

Scalability 

From private users concerned with the security  of their home 

wireless network, to big companies equipping their remote 

workforce, TheGreenBow™ VPN client represents an efficient and 

affordable solution for all sizes of projects. 

 

 
 

 

 


